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Message from the Guest Editor

Dear Colleagues,

In recent years, we have witnessed a surge in advanced
cyberattacks targeting public infrastructure such as
Internet of Things (IoT) networks. These attacks involve the
use of adaptive phishing toolkits, adaptive malware, and
ransomware. This Special Issue delves into the utilization
of artificial intelligence and machine learning techniques
specifically tailored to detect and mitigate advanced cyber-
attacks.

The scope of the Special Issue includes:

AI/ML algorithms that improve detection against
advanced cyber-attacks.
Practical learnings in large-scale applications of AI
and ML against advanced cyber-attacks.
Use of AI/ML for detection of cyber-attacks on
Internet of Things (IoT) networks.
Practical considerations for detection of attacks at
scale.
Challenges in the detection of attacks against IoT
networks.
Cost–benefit analysis of AI/ML techniques used.
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Message from the Editor-in-Chief

Sensors is a leading journal devoted to fast publication of
the latest achievements of technological developments
and scientific research in the huge area of physical,
chemical and biochemical sensors, including remote
sensing and sensor networks. Both experimental and
theoretical papers are published, including all aspects of
sensor design, technology, proof of concept and
application. Sensors organizes Special Issues devoted to
specific sensing areas and applications each year.

an Open Access Journal by MDPI

7.33.4

Author Benefits

Open Access : free for readers, with article processing charges (APC) paid by authors or
their institutions.
High Visibility: indexed within Scopus, SCIE (Web of Science), PubMed, MEDLINE,
PMC, Ei Compendex, Inspec, Astrophysics Data System, and other databases.
Journal Rank: JCR - Q2 (Chemistry, Analytical) / CiteScore - Q1 (Instrumentation)

Contact Us

Sensors Editorial Office
MDPI, St. Alban-Anlage 66
4052 Basel, Switzerland

Tel: +41 61 683 77 34
www.mdpi.com

mdpi.com/journal/sensors
sensors@mdpi.com

@Sensors_MDPI

https://www.ncbi.nlm.nih.gov/pubmed/?term=1424-8220
https://www.mdpi.com/openaccess
http://www.mdpi.com/journal/sensors/apc
https://www.scopus.com/sourceid/130124
https://mjl.clarivate.com/search-results?issn=1424-8220&hide_exact_match_fl=true&utm_source=mjl&utm_medium=share-by-link&utm_campaign=search-results-share-this-journal
https://pubmed.ncbi.nlm.nih.gov/?term=%2522Sensors%2528basel%2529%2522%255Bjournal%255D&sort=pubdate
https://pubmed.ncbi.nlm.nih.gov/?term=Sensors%2528basel%2529%255Bjour%255D&filter=other.medline&sort=pubdate&size=200
https://www.ncbi.nlm.nih.gov/pmc/journals/1660/
https://www.engineeringvillage.com/home.url
https://inspec-direct-app.theiet.org/
https://ui.adsabs.harvard.edu/search/filter_bibstem_facet_fq_bibstem_facet=AND&filter_bibstem_facet_fq_bibstem_facet=bibstem_facet%253A%2522Senso%2522&fq=%257B!type%253Daqp%20v%253D%2524fq_bibstem_facet%257D&fq_bibstem_facet=(bibstem_facet%253A%2522Senso%2522)&q=pub%253A%2522sensors%2522&sort=date%20desc%252C%20bibcode%20desc&p_=0
https://www.mdpi.com/journal/sensors/indexing
https://mdpi.com
https://mdpi.com/journal/sensors

	Intelligent Sensing Techniques for Detection of Attacks against Public Infrastructure

